
CAREER OPPORTUNITY
SENIOR TECHNICAL ANALYST, SECURITY

The Central Bank of Trinidad and 
Tobago was established by an Act of 
Parliament on December 12, 1964. 
At that time it was given the 
following mandate, which remains 
its mission statement to this day:

"The Bank shall have as its purpose 
the promotion of such monetary, 
credit and exchange policies as 
would foster monetary and �nancial 
stability and public con�dence and 
be favourable to the economy of 
Trinidad and Tobago."

The Central Bank of Trinidad and 
Tobago is widely respected as a 
monetary policy authority and 
guardian of �nancial stability 
grounded in international best 
practices.  Its policies are credible and 
transparent and inspire con�dence in 
the domestic currency.  Its actions 
foster the growth and development 
of the economy and improve the 
well-being of our citizens.

The Central Bank of Trinidad & Tobago (CBTT) is seeking a Senior Technical Analyst, Security to join its  Financial Technology and Information 
Security (FTIS)  Department. 

JOB SUMMARY:  
To provide support to the Assistant Manager by recommending and implementing solutions to protect the Bank’s computer 
systems, networks and information assets.  

KEY RESPONSIBILITIES:
1. Monitors and responds to security breaches and other cyber security incidents on corporate networks.  
2. Con�gure and maintain security tools to enhance detection and prevention of cyber-attacks. 
3. Conducts security assessments through vulnerability testing and risk analysis and performs internal and external 

security audits.
4. Assist with o�ensive penetration testing to identify gaps and vulnerabilities in the environment.  
5. Utilises established policies to review the latest security alerts (internal and external) to determine relevancy and 

urgency to the Bank. 
6. Ensures that digital assets are protected from unauthorized access, including both cloud and on-site environments.  
7. Provides reports and other documentation for IT administrators, managers, and security team members to evaluate 

the e�cacy of the established security policies. 
8. Conducts research on security enhancements and standards, innovations, emerging trends and industry 

improvements and makes recommendations that align with international IT standards and best practices.  
9. Performs any other job-related functions. 

QUALIFICATIONS & EXPERIENCE:
• An Undergraduate Degree in Computer Science or any related �eld or Professional Quali�cation.  
• Certi�cation in at least two Information Security designations CISSP, CISM, CISA, CEH, CCSP 
• A minimum of 4-6 years’ experience in Information Technology
• Strong Project Management Skills
• Good Interpersonal/Communication Skills
• Critical Thinking and Analytical Skills
• Supervisory Training
• Strong skills in managing network switches.
• Knowledge of relevant and emerging industry standards.

SKILLS AND TRAINING CONSIDERED AS ASSETS FOR THE JOB:
• Microsoft Certi�cation, OCP, CCNA, ITIL Foundation Certi�cation, Linux+, Security+, Firewall Administration. 

The Bank o�ers an attractive remuneration package which includes a Group Health Plan, Pension Plan, Employee Savings 
Plan and other bene�ts. If you are con�dent that you meet the foregoing requirements and wish to be considered for this 
opportunity, please email your CV and cover letter to: recruitment@central-bank.org.tt.

Kindly address cover letters as follows: Manager, Human Resources, Central Bank of Trinidad & Tobago, Eric Williams Plaza, 
Independence Square, Port of Spain.

Closing Date:  April 5, 2024


